May 2010: CONFIDENTIAL

CU Foundation Crisis Communications Plan

Purpose

This document is the Crisis Communications Plan. This document is strictly confidential. Its purpose is to provide centralized control of communications during a crisis and to protect the interests of the University of Colorado Foundation, employees, donors, and business partners. 

A crisis communications plan gives us the tools to plan ahead and communicate effectively under pressure. Well-developed responses and communication procedures during a crisis will lead to more accurate media stories, reduction of rumors and speculation, and enhanced credibility and reputation of the CU Foundation.

This plan covers procedures for designated employees to handle communication during a crisis to:

· CUF employees

· Media

· Donors 

· University of Colorado staff, faculty and students 

· Alumni

· Government entities

· Financial institutions

CU Foundation Crisis Definition

A crisis is any event that can have a negative impact on the reputation of the CU Foundation, its financial well-being, and/or its relationship with CU and its stakeholders. Elements of a crisis include inability to operate, challenge to the CU Foundation’s values and reputation, and extensive, unwanted and unexpected media attention. The following “trigger events” could result in a crisis:

1. Administrative Wrongdoing

· Malfeasance

· Fraud, theft, embezzlement

· Funds or financial mismanagement

2. Management/employee issues
· Sexual misconduct

· Ethics violation
· Breach of confidentiality agreement
· Legal issues including DUI, felony conviction, bankruptcy

· Harassment, assault

· Financial including fraud or embezzlement 

· Employee lawsuit against foundation or another employee

3. High-Level Donor issues

· Legal issues including bankruptcy, tax evasion, embezzlement, felony convictions, public wrong-doing, etc

· Donor lawsuit against University or Foundation for any reason
· Sexual misconduct 

4. Misconduct by an endowed chair or faculty member

· Sexual misconduct

· Ethics violation

· Legal issues including DUI, felony conviction, bankruptcy

· Harassment, assault

· Financial including fraud or embezzlement 

5. Computer data breach

· System break in with data stolen
· Lost data due to system failure, external issues or employee misconduct
· Donor data compromised for any reason
· Identity theft

6. Disasters—natural and manmade that disable CU Foundation operations
· Tornado, flooding, blizzard, fire, etc.

· Fire, bioterrorism, hostage situation, OSHA accident

· Death of employee, donor or CUF visitor
7. University crises that directly impact donor relations or donor programs including:

· student group protests, destruction of CU research labs, scandals in athletics or any other department, protests or illegal activity related to a specific donor-enabled program
Implementing the Crisis Communications Plan
The Crisis Communication Plan will go into effect when one of the “trigger events” occurs. If the crisis is ongoing (e.g. Boulder Creek is flooding Walnut office), or a “911” situation, the most senior employee on site will put the plan into action by immediately calling emergency services and then the designated team leader. If the crisis is a non-emergency event, the Team Leader or Spokesperson (as determined by media calls) are responsible for initiating the communications with the designated team.
The following defines the roles for each member of the Crisis Communications team: 
Crisis Management Team: A team comprised of the President/CEO, COO, VP Marketing and Communications, CUF Spokesman, Human Resources, Legal Counsel, and possibly Board Chair and/or campus VPs if circumstances dictate. The team is responsible for providing direction and centralized communications internal and external to the company during a potential or actual crisis. 
The President/CEO and members of the Senior Management Team are the final approvals for any communication—internal and external. They will also be used as “experts” if a situation is deemed appropriate. 

Crisis Manager/Backup Crisis Manager: The person assigned by the President/CEO to be in charge of the Crisis Management Team. The Team Leader is responsible for preparation and implementation of the Crisis Communication Plan at the direction of the President/CEO. The Crisis Team leader is focused on both internal and external communications. The Team Leader will also direct resources to monitor online activity (Twitter, online bulletin boards) that may become active during the crisis.
Lead Spokesperson and Alternate Spokesperson: This person is the face of the organization during the crisis, assigned by the President/CEO to be responsible for external communications with the media and clients. In any crisis situation, both a chief spokesperson and an alternate spokesperson should be assigned. All media contacts should be centralized with a single spokesperson to minimize the possibility of conflicting statements. The spokesperson and the backup will also act as the only people from the foundation who respond to reporter’s questions. The Spokesperson/people report to the Team Leader. The spokesperson will use the following guidelines when addressing the media and public (also included in checklist section):
1. Establish and double-check facts. 

2. Use only the facts in answering questions and be absolutely certain of your facts. Do not speculate or make a guess to any question.

3. Prepare and keep updating a summary sheet outlining the who, what, where, when, why, and how of the situation, omitting all information that should not be disclosed. This is an internal document and is not for distribution to the media.

4. NEVER reveal names of injured or dead. This may only be done after approvals from the President/CEO or COO and with the coordination from appropriate government agency.
5. Do not discuss or comment on cause of the incident, how much damage has occurred, or the extent of injuries. This might lead to serious legal problems. 
6. If you do not know the answer to the question, say so and say you will find the information. 
7. NEVER say “NO COMMENT” in responding to reporter’s questions. It is better to say they you don’t have the facts firmly established. Indicate that a thorough investigation will reveal the facts in the case. You can also say you don’t want to speculate on what has occurred.
8. Be courteous, professional, and direct in your media contacts. If you cannot disclose information, explain that the complete facts will not be available until after thorough investigation.
9. NEVER make flip statements or engage in an argument or “discussion” with any member of the media. NEVER become angry.
10. Keep a record of anyone with whom you have talked, questions asked and answers given. 
11. Control the location of photographers and TV camera crews. 
12. Do not say anything you would not want to see in print or hear on the air. Remember that you are addressing the general public. The media is just the conduit to your audience. This is not and will not feel like normal conversation. Keep repeating talking points and they will run in print and TV. 

Questions that properly should be directed to regulators (OSHA, EPA) or law enforcement (Sheriff, Police, Fire, Rescue) or the Coroner should not be answered by the University of Colorado Foundation Spokesman. Those questions should be directed to the appropriate agency.

Vice President of Human Resources: Responsible for protecting the interests of employees and their families. The Vice President of Human Resources is focused on internal audiences at the University of Colorado Foundation.
Team Administrator: This position reports directly to the Crisis Team Leader. The Team Administrator organizes and oversees the activities within the Crisis Control Center, including all administrative support and documentation.  The Team Administrator is responsible for maintaining an event log and providing support to the Crisis Team Manager and other members of the Crisis Team.
Crisis Communications Team



Crisis Command Center
The Crisis Communications Team will locate the Crisis Command Center in a predetermined location at the start of the crisis. As default, this command center will be in conference room 225 of the 4740 Walnut office in Boulder.
The Crisis Team Leader is responsible for set up of CCC or assigning another employee to the task. 
The Crisis Command Center will be equipped with the following:

· Telephone service with a minimum of three separate phone lines and a minimum of three phone sets available
· Working access to wireless phone service

· High Speed Internet access

· Computers (laptops) for each member of the Crisis Communications Team (typically team members will use their own computers)

· Access to a copier

· Access to a printer that will run from any of the on-site computers

· Computer “jump drives” if needed to transfer material from computer to computer
· Paper, pens, flip chart or white board with markers

· Working area that include table tops and chairs

· A private meeting area or room adjacent to the Command Center for private conversations
Press Room

If the media are located at a University of Colorado Foundation property or at the location of the crisis, they should be located in a Media Area or Room. This area will be predetermined and should be proximate to the Crisis Team, but not in an area where the media will interfere with the work of the Crisis Team or Operational Teams that are working to manage the crisis. In all cases, the safety of the public, employees, and guests should be a primary consideration in the location of the Press Area.

The Team Leader is responsible for set-up of Media Area and Briefing Room/Area.
This location should have:

· power

· protection from the elements (as much as possible)
· Folding tables and chairs, or a conference table and chairs 
· bathroom facilities that are close to Media Room or Area but will not infringe on University of Colorado Foundation office areas.
An area in close proximity should provide:

· access for Satellite Trucks and Live Microwave trucks
· location that provides line of site should live news trucks arrive on scene. 
Members of the media will likely provide for their own technology needs. This will include phone, internet, office supplies and printing. While many news crews will have generator power, it is reasonable to expect that electric power will be made available to members of the media.  
Briefing Room
The briefing room will be part of the media area and needs to provide a neutral backdrop for press conferences. If briefings are done outside, it is important that the spokesperson is situated in an environment that is suitable to the needs of the media, while not compromising the privacy of guests, employees or emergency workers. Also, depending on the duration of the crisis, a podium or logoed background might be considered. 
News Media Do’s and Don’ts

DO
· DO tell the truth.
· DO be responsive.
· DO repeat your key messages over and over.
· DO appear helpful.
· DO know the facts.
· DO prepare your key messages in advance.
· DO stay on track with your messages. 
· DO express sorrow and sympathy for the people impacted by crisis.
· DO anticipate questions.
· DO ask for clarification if you don’t understand a question.
· DO keep it simple. Use everyday language, not industry jargon, when speaking with reporters. 
· DO coordinate statements and information with any other organizations involved. This will include the University of Colorado. These could include local government officials, police, fire departments, and emergency response organizations.
· DO immediately correct misstatements of facts or incorrect information.
DON’T

· DON’T speculate on cause or responsibility.
· DON’T become combative.
· DON’T be flippant.
· DON’T answer any question for which you are not qualified.
· DON’T buy-in to reporter’s assumptions.
· DON’T say too much (know when to stop).
· DON’T use techno-speak or jargon.
· DON’T play favorites. Treat all media equally.
· DON’T repeat negative ideas or words from the question back to the reporter.
· DON’T go “off the record.” Nothing is off the record.
· DON’T say “no comment.” If you cannot answer a question, just say so and give a brief explanation why.
· DON’T release the names of victims or individuals involved in the incident.
· DON’T be boring.
· DON’T lie.
Internet Procedures

The ability for anyone to post information, pictures or video on the internet makes it imperative to both monitor the internet and utilize it as an effective means to navigate a crisis. A web page specific to crisis information can be linked from the University of Colorado Foundation homepage or can become the homepage depending on the level of crisis. 
1. With the activation of the Crisis Communications Plan, a designated IT member will prepare a Crisis Dark Site for activation. The primary audience is the news media, although it will also be helpful with other audiences including guests, employees and the public. All statements, updates and information on the website will be written by the designated lead spokesperson and must be approved by team leader and CEO or COO as appropriate.

2. The University of Colorado Foundation crisis site should have the following information:

· Template for statement to the media. This will consist of the latest information around the incident or situation. 

· Links to all statements to the media related to current incident that will updated

· Company Fact Sheet/Profile

· Contact Numbers for University of Colorado Foundation Communications and/or appropriate University of Colorado spokespeople

· Email link sent to general Foundation email that an assigned person will check throughout the crisis

· Automated email notification when site is updated for registered media, employees or individuals
· Question & Answer section that can be activated if and when appropriate

· Helpful links that could include University of Colorado links, law enforcement, emergency response, local government

3. The site will only be activated if meaningful information concerning the crisis can be posted. 
4. At the conclusion of the crisis, site should be taken down within 24 hours.

Depending on the volume and nature of blog, chat and other internet traffic related to the incident, it may be necessary to obtain favorable positioning with prominent internet search engines for the crisis site. These would include Google, Bing, and others. This would be the responsibility of the IT member on the Crisis Team. 
Internet Monitoring
In the course of a crisis, it is likely that individuals will comment or post material including videos and pictures on the internet. The news media, employees, guests, victim’s families, and the public may have access to this information. It is important to be aware of what is being posted. The following steps should be undertaken by a person assigned by the team leader to monitor internet traffic related to the crisis:

· News coverage on the internet

· Social media sites such as YouTube, Facebook and Twitter
· Blog activity

· Chat room activity

· Websites created around the crisis event

Crisis Response Checklist
The procedures listed below are undertaken as part of the EMERGENCY RESPONSE PLAN. 
The CRISIS COMMUNICATIONS TEAM should verify that the following steps have been completed as part of its fact-finding effort prior to any communication.
Task List: Senior Person On-Site 

	Check when completed
	TASK
	Date/Time

	
	1. Contact emergency services

If needed, the employee should summon police, fire department or medical emergency response personnel by calling “911.” The employee should avoid making any statements to external sources.
	

	
	2. Notify Crisis Manager
Team Leader notifies University of Colorado Foundation CEO
Upon notification of a crisis, the Crisis Team Leader shall initiate a recall of the Crisis Management Team and other individuals appropriate for responding to the situation. 
	

	
	If the News Media is on-scene or calling immeditely after the incident, offer a Buy Time Statement:

We can confirm that there has been an incident, but we don’t have details. We all want to get the story right. We will need time to determine what has occurred. Our spokesperson will be back in touch with you once we have more information. We will provide you an update in 60 minutes. (time to be determined.)

If appropriate, the Buy Time Statement can confirm the occurrence of an incident. Absolutely no details should be revealed at this time.
	

	
	Make certain all employees are accounted for.
	

	
	Do not move anything that could be classified as evidence. 
	

	
	Ensure telephone coverage or other suitable communications at site.
	

	
	Tell on-site personnel or reception/incoming phone where to direct information requests. Crisis Manager will provide instructions on this when contacted.
	

	
	Post employees to restrict entry to the site.

If news media arrive, they are to be directed to a pre-determined central media holding area that will be referred to as the Media Press Room or Area. 
	

	
	All official statements to the media will come from the Primary Spokesperson (   ) or Back-up Spokesperson (  ) at the designated media holding location.
	


Task List: Crisis Manager
Top of Form

	Check when completed
	TASK
	Date/Time

	
	Determine the facts around what happened, when and where it happened and who is involved
	

	
	Contact CEO
	

	
	Notify Members of Crisis Team via phone (see p15 of this document for cell and home phones)
The Crisis Management Team will coordinate crisis responses and communication from a central location, the Crisis Control Center (CCC). If incident impacts system or Boulder, the primary CCC is located in University of Colorado Foundation office – Walnut location. If incident is based in Denver, the CCC will be located at in University of Colorado Foundation – Grant Street. Colorado Springs? What is the best location there?
	

	
	If the News Media is on-scene or calling immeditely after the incident, offer a Buy Time Statement:

We can confirm that there has been an incident, but we don’t have details. We all want to get the story right. We will need time to determine what has occurred. Our spokesperson will be back in touch with you once we have more information. We will provide you an update in 60 minutes. (time to be determined.)

If appropriate, the Buy Time Statement can confirm the occurrence of an incident. Absolutely no details should be revealed at this time.
	

	
	Remind all members of the Crisis Team and employees involved in the crisis that communication should be limited to verbal communication. Any electronic communication such as email should be limited to factual information and not subject to speculation.


	

	
	Determine who is investigating the emergency. Determine if any law enforcement, jurisdiction or agency has been contacted.
	

	
	Verify the current status of the location.
	

	
	Determine if there is a possibility of escalation.
	

	
	Determine whether the team leader and/or spokesperson need to be on site.
	

	
	Provide situational assessments to President/CEO and the Primary Spokesperson.
	

	
	Members of the Crisis Team will notify partners, affiliates or agencies that have jurisdiction over the site of the incident.
	

	
	Advise the team administrator and the receptionist to whom calls should be routed. All media calls should either be screened by Team Administrator or Spokesperson.
	

	
	Identify any possible spin-off crisis or escalation of the crisis.
Utilize the Crisis Management Team to mitigate escalation through “What if . . .” exercises.
	

	
	Crisis Manager will keep Human Resources updated on situation. 

HR will develop employee communication that Crisis Manager will approve, to be distributed via appropriate channels.
Issues relating to employees or their families will be addressed by the Vice President of Human Resources.
	

	
	Determine audiences of interest such as foreign media if the person/people impacted due to crisis is/are from a country other than the U.S. Media from U.S. markets may also take interest in the nature of the incident is particularly notable or if the victim is a prominent citizen.
	

	
	Assess impact on emergency services or agencies. If superseding agency has jurisdiction make decision on integrating University of Colorado Foundation Crisis Communications Plan to the Incident Command structure of the agency in charge. 
	

	
	Determine what if any news media are on-scene. Isolate media in the Press Room or Designated Press Location. 
	

	
	Work with Crisis Team to identify audiences that need to be contacted for update and who will be responsible for contacting determined audiences.
	

	
	At the conclusion of the crisis, the Team Leader is responsible for drawing together the team as soon after events subside as possible. A formal debrief of all team members will examine events as they unfolded. A critique of where the Crisis Communications Plan succeeded or failed should be undertaken. 
	


Task List: Spokesperson

Top of Form

	Check when completed
	TASK
	Date/Time

	
	Determine the facts around what happened, when and where it happened and who is involved
	

	
	Write and get clearance from CEO/President for all statements and releases.
	

	
	Once statements are approved, work with IT to prepare appropriate statement and information on the crisis site on Univeristy of Colorado Foundation website. What are other communication vehicles that are available?
	

	
	Activate crisis site with IT.

Once the crisis site has been activated: Direct members of the media to the Media Section of the University of Colorado Foundation corporate website.
	

	
	Designate Team Administrator or someone else to screen calls from the news media.
	

	
	Complete media log sheets.
Establish a log to document and track events and communications. Gather names, organizations represented, phone number and email addresses. This information will be located on a shared drive so members of the crisis team have access to information.
	

	
	Anticipate media questions.
	

	
	Assemble necessary background information.
	

	
	Set ground rules for media- time location and duration of contact.
	

	
	Address reporters using only approved statements and key messages.
	

	
	Advise reporters on time and place for future updates.
	

	
	Track media coverage.

Depending on the level of crisis, you may have to assign the team administrator to monitor coverage. 
	

	
	Conduct Google/Bing search on the current incident or assign to team administrator.
	

	
	Gather details on past negative issues to which the media may refer.
	

	
	Track blogs and chats related to the incident or assign team administrator.
	

	
	Follow-up on additional media inquiries and log all media contact in timely manner including question asked responses and necessary follow up.
	


Task List: Human Resources
Top of Form

	Check when completed
	TASK
	Date/Time

	
	Establish communications with all employees via available channels and provide updates via email and the Intranet site.
	

	
	Prepare fax/email communication or otherwise contact all employees to notify them of the situation and advise who will handle media and general information calls:
Inform employees that, during a crisis, it is critical that external communications be centralized to assure the accuracy of information and to protect the interests of all parties. The Crisis Management Team shall be responsible for communications with external sources. The Spokesperson shall make all official statements. 
Get Team Leader approval before sending to employees.
	

	
	If appropriate, instruct employees to notify their family to inform them of their health and safety.
	

	
	Complete a post-emergency evaluation at the conclusion of crisis. 
	

	
	Secure and offer critical incident stress counseling for employees.
	

	
	Post-incident maintain visibility and communications with employees.
	

	
	Post-incident answer employee questions 
	


Task List: Team Administrator

Top of Form

	Check when completed
	TASK
	Date/Time

	
	Ensure all members of the Crisis Communications Team have access to the plan and in particular the Crisis Response Check List
	

	
	Maintain and organize all documentation, inlcuding names of victims, emergency response contacts, agency contacts, media contacts and inquires (Use Media Form) and other information as directed by Team Leader.
	

	
	Verify incoming phone number for media and screen calls for Team Leader and Spokesperson. 

Let all Team and all appropriate employees (receptionist, campus switchboards, etc) know the number.

	

	
	As directed by Team Leader and/or Spokesperson, track media coverage and internet traffic on the incident. 
Create a synopsis of coverage and provide to Team Leader and Spokesperson.
	


Crisis Management Team
	Title
	Name
	Work
	Cell
	Home
	Email

	Crisis Manager
	Rick Lawrence
	303-541-1266
	303-579-8181
	303-673-0637
	Rick.lawrence@cufund.org

	Backup

Crisis Manager
	
	
	
	
	

	Primary Spokesperson
	Jeremy Simon
	303-541-1218
	303-945-6514
	970-309-4494
	Jeremy.simon@cufund.org

	Backup

Spokesperson
	Gigi Reynolds
	303-541-1219
	303-548-7282
	303-443-3203
	Gigi.reynolds@cufund.org

	Director of 

Human Resources
	Kathy Rasco
	303-541-1267
	303-717-5404
	303-772-4375
	Kathy.rasco@cufund.org

	Team Administrator
	Marilyn Haines
	303-813-7901
303-541-1220
	303-588-2874
	
	Marilyn.haines@cufund.org

	CEO
	Wayne Hutchens
	303-813-7905

303-541-1350
	303-877-5148
	303-733-5597
	Wayne.hutchens@cufund.org

	COO 
	Rick Lawrence
	303-541-1266
	303-579-8181
	303-673-0637
	Rick.lawrence@cufund.org

	Legal
	Keller Young
	303-541-1241
	303-807-7642
	303-399-4942
	Keller.young@cufund.org

	Marketing
	Gigi Reynolds
	303-541-1219
	303-548-7282
	303-443-3203
	Gigi.reynolds@cufund.org

	Development Officers
	situation-dependent
	
	
	
	

	Board Chair
	Jeannie Thompson
	
	
	(303) 444-5060
	jeant@earthlink.net


XIII.
Media Contact List (up to date as of March 2010)
	Organization
	Contact
	Title
	Business Phone/Other
	Email

	Denver Post
	Desk News
	News Desk
	303-820-1010
	newsroom@denverpost.com

	AP
	Desk News
	News Desk
	303-825-0123
	apdenver@ap.org

	Daily Camera
	Desk News
	News Desk
	303-442-1202
	newsroom@dailycamera.com

	KWGN TV
	Desk Assignment
	News Director
	303-740-2222
	news2@cw2.com

	Fox 31
	Desk Assignment
	Assignment Desk
	303-566-7602
	fox31news@fox31.com

	KMGH TV
	Desk Assignment
	Assignment Desk
	303-832-0200
	7assignments@kmgh.com

	KUSA TV
	Desk Assignment
	Assignment Desk
	303-871-1491
	desk@9news.com

	KCNC TV
	Desk Assignment
	Assignment Desk
	303-830-6404
	kcncnews@cbs.com

	Reuters
	Crosson, Judith
	
	303-820-3900
	judith.crosson@reuters.com

	KOA Radio 
	News desk
	News room
	303.713.8500
	denvernewsroom@clearchannel.com

	Boulder Daily Camera
	Brittany Anas
	Education Reporter
	303-473-1132
	anasb@dailycamera.com

	Denver Post
	Alison Sherry
	Education Reporter
	303.954.1377
	asherry@denverpost.com

	Colorado Springs Gazette
	Sue McMillin
	Reporter
	303-636-0251
	sue.mcmillin@gazette.com

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Emergency Contacts Phone list
Police:

· Boulder (main: 303-441-3300; PIO: 303-441-3370)

· Denver (main: 720-913-2000); PIO: 720-913-6028)

· Colorado Springs (main: 719-444-7000)

Fire Department

· Boulder (main: 303-441-3350; PIO: 303-441-3370)

· Denver (main: 720-913-3473)
· Colorado Springs (main: 719-385-5950)

Key Messages
General Crisis Message

· We want to help you with your story.

· We all need to get the facts right. Please give us the time necessary to get you the information that you want.

· This incident (situation) is currently under investigation. It would be irresponsible to speculate on what occurred in this case.
· I am not the expert on that at the University of Colorado Foundation. (We will work to get you the right person to talk to.)

· That is a question that is best directed to . . . (law enforcement, emergency responders, the hospital, coroner, other company/contractor, regulating agency.)

· I don’t know about that . . . but I can tell you this . . . (go back to key messages)

Buy Time Statement:
“We want to help you with your story, but need to gather the facts before saying anything. We all want to get the information right. I will be back in contact with you in 60* minutes to give you an update.”

Administrative Wrongdoing Crisis Message

· Financial Malfeasance 
· Fraud, theft, embezzlement
· Fund mismanagement
· Ethical misconduct
1. The University of Colorado Foundation is committed to maintaining the trust of our donors and the University.
2. We are deeply concerned and take seriously these allegations. The allegations will be fully investigated.

3. We are fully cooperating with law enforcement in the investigation of these allegations. (if appropriate)
4. We encourage anyone who may have information about these allegations to contact law enforcement investigators. (if appropriate)
5. We are dedicated to operating our business in an ethical manner. Our culture is grounded in ethical business practices.

Provide facts about the incident as appropriate and cleared by the investigating authorities and corporate counsel, i.e., arrests, indictments, source of allegations, subpoenas, etc.
Provide appropriate historical information on past incidences and steps taken to correct past issues to ensure accuracy.

Likely Questions:

1. What has occurred here?

2. Shouldn’t you have prevented this?

3. What is the value of the theft?

4. Who is responsible?

5. What are you doing to ensure something like this doesn’t happen again?

6. Is there a criminal investigation?
7. Has the person responsible been fired?

8. Do you have any chance of recovering lost funds?

9. Did you put trust in the wrong person?

Sexual Assault Crisis Message
· Donor
· Employee

· Endowed faculty or other faculty and staff
1. We are very concerned about these allegations and our primary concern is for the health and well being of the victim.
2. The safety of our donors, our students and our employees is a core value for University of Colorado Foundation. (if appropriate; pick correct groups to identify)
3. We are working with law enforcement and cooperating fully with the investigation.

4. This incident will be fully investigated. It would be irresponsible to speculate about any of the circumstances surrounding it.
Provide facts about the incident as appropriate and cleared by public safety authorities and corporate counsel, i.e., location, time, etc. Be careful to follow established protocol for release of victim’s identity.

Likely Questions:

1. What happened?

2. Who was the victim?

3. Can you tell us the age of the victim?”

4. Who called authorities and when did they make that call?

5. Who is investigating?

6. What do you do to protect your employees from this type of attack?

7. Have you had this sort of assault before?

8. Are there suspects in this attack?

Sexual Harassment/Hostile Workplace Crisis Message
· Employee

· Donor

· Endowed chair
1. We are committed to a workplace that respects every individual.
2. We take every complaint seriously and we take the steps necessary to investigate and resolve each and every complaint.
3. We are cooperating with the appropriate agencies to determine a resolution to a complaint.

4. We respect people’s privacy and won’t discuss the specifics of this case.

5. We have rules and work place standards that are well communicated by every employee through the company’s extensive training program.

(Situational)

· We intend to dispute the validity of the allegation through the appropriate legal and regulatory avenues.

· This is in litigation. It is not appropriate to discuss the specifics of this case.

· Depending on the outcome of the formal investigation, we will take appropriate steps to resolve this complaint.

Provide facts about the incident as appropriate and cleared by the investigating authorities and corporate counsel, i.e., arrests, indictments, source of allegations, subpoenas, etc.

Likely Questions:

1. What is alleged to have occurred in this case?

2. When did you first learn about these accusations?

3. Did the Foundation take action once it learned of the allegation?

4. Are you admitting to any wrongdoing?

5. Are you going to defend yourselves against these charges?

6. Don’t you have rules and policies concerning the treatment of employees?

7. Do the individuals involved have a history of this type of activity?

8. Will the person accused of wrongdoing be fired?

9. Will the person accused of wrongdoing face any discipline?

10. Has this sort of thing happened before at University of Colorado Foundation?

Media Log Sheet

	Date & Time:

	Media Outlet:

	Reporter’s Name:

	Telephone:
Cell:

	Email:

	Deadline:

	Comments:




	Date & Time:

	Media Outlet:

	Reporter’s Name:

	Telephone:
Cell:

	Email:

	Deadline:

	Comments:
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VP


Human Resources
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CEO
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Spokesman


Jeremy Simon





Backup Spokesman /VP Comm.


Gigi Reynolds





Team Admin/CEO Exec. Asst.


Marilyn Haines





Legal Counsel


Keller Young





Board Chair
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Dev. VPs
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